
Privacy Policy 

General information 

1. The following Privacy Policy (Policy) is applicable to the platform, including any applicable websites and mobile applications used to access the 

same, collectively the “Platform” known as Bitinfin (“we, “us”, or “our”). bitinfin.com is owned and operated by Infinitus Solutions Sp. z o.o., 

Reg. Number: 0001123711 Registered Address: Ul. Glogowska nr.82, flat 22 Poznan; Postal Code 60-741, Post Office Poznan, Country 

POLAND VASP License Reg. Number: RDWW-1532 ("Bitinfin", "Company", “We”, “Us” or “Our”). 

2. The Policy describes how we collect, use, and disclose Personal information that we obtain from current or prospective customers or users (“you” 

or “your”) of the Platform and any account services provided through the Platform. 

3. For the purpose of this Policy and associated Platform Terms & Conditions at https://bitinfin.com/terms-of-use.php, “Personal Information” 

refers to any information that relates to an identified or identifiable individual. We do not consider Personal Information to include information 

that has been anonymised, where it does not identify a specific user. 

4. Processing includes any handling of personal data, regardless of the means and procedures used, in particular the storage, disclosure, 

procurement, collection, deletion, storage, modification, destruction, and use of personal data. 

5. By providing us with, or authorising us to collect, your personal information, you acknowledge that you have read and understood this policy and 

consent to the collection, use, and disclosure of your personal information in accordance with this policy and any other arrangements that apply 

between us. 

Information Collected 

1. We process the personal data that is necessary to be able to carry out our services in a permanent, user-friendly, secure, and reliable manner. Such 

personal data may in particular fall into the categories of inventory and contact data, browser and device data, content data, meta or edge data and 

usage data, location data, sales data, and contract and payment data. 

2. We may collect, hold, use, and disclose your personal information for the purposes of: 

o Communicate with you and be able to provide you with our products and/or services you have requested. We use your Personal Information to 

provide you with the services you have requested, such as opening an account, making a transaction, or contacting customer support; 

o Protect ourselves and our users from fraud and other illegal activities. We use your personal information to protect our users and the platform 

from fraud and other illegal activities, such as screening for suspicious activity and enforcing our terms of service;  

o Improve our service and the website. We use your personal information to improve our service and the website, such as developing new features, 

fixing bugs, and measuring the effectiveness of our marketing campaigns; 

o Deliver direct marketing, service update notices, and promotional offers based on your communication preferences. We may use your personal 

information to deliver direct marketing, service update notices, and promotional offers to you. We will only do this where you have opted in to 

receive these communications; and 

o Comply with applicable laws and regulations. We may use your personal information to comply with applicable laws and regulations, including 

but not limited to those related to anti-money laundering and KYC. 

3. We process personal data for the period that is necessary for the respective purpose(s) or by law. Personal data that no longer needs to be 

processed will be anonymized or deleted. 

4. We may have personal data processed by third parties. We may process personal data together with third parties or transfer it to third parties. 

Such third parties are, in particular, specialized providers whose services we use. We also guarantee data protection for such third parties. 

5. In principle, we only process personal data with the consent of the person concerned, unless the processing is permitted for other legal reasons, 

for example, to fulfill a contract with the person concerned and for corresponding pre-contractual measures in order to protect our overriding 

legitimate interests because the processing is apparent from the circumstances or based on prior information. 

6. In this context, we process information that a data subject voluntarily and personally provides to us when contacting us – for example by post, 

email, instant messaging, contact form, social media, or telephone – or when registering for service. We may store such information, for example, 

in an address book, in a customer relationship management system (CRM system), or using comparable tools. If we receive data about other 

persons, the persons transmitting the data are obliged to ensure data protection towards such persons and to ensure the accuracy of such personal 

data. 

7. We also process personal data that we receive from third parties, obtain from publicly available sources, or collect in the exercise of our activities 

and activities, if and to the extent that such processing is permitted for legal reasons. 

8. We collect these types of Personal Information: Non-Personally Identifiable Information. The first type is non-personally-identifiable data and 

statistical information. Non-personally identifiable data that is being gathered consists of technical information and behavioral information that 

does not pertain to a specific individual (“Non-Personal Information”). This includes your device type, browser type and version, IP data, screen 

size and resolution, language and other technical data. While it is not specifically personally identifiable, it may be reverse-engineered to be 

identifiable and therefore is considered Personal Information. Personally Identifiable Information. The other type of information we collect is 

individually identifiable information .To put it simply, this information identifies an individual or is of a private and/or sensitive nature, such as 

your contact information and financial data, including: 



o Your contact details, which include your email address, phone number, full name, date of birth, gender, residential address, and postal address. 

o Your financial data, including the identity of cryptocurrency accounts you transferred sums to or from, and your bank details, tax identification 

number, income/next assets/wealth verification statements, as well as your transaction list. 

o Your documents and data uploaded in our Know-Your-Customer (KYC) process, including a photocopy of your government issued ID, passport, 

driver’s licence, occupation and place of work, a video containing your image, your proof of address and utility bills, and other data filled in our 

forms such as your source of wealth and source of funds. 

9. We are committed to ensuring that the personal information we collect, use and disclose is relevant, accurate, complete and up-to-date. 

10. We encourage you to contact us to update any personal information we hold about you. If we correct information that has previously been 

disclosed to another entity, we will notify the other entity within a reasonable period of the correction. Where we are satisfied that the information 

is inaccurate, we will take reasonable steps to correct the information within 30 days, unless you agree otherwise. We do not  charge you for 

correcting the information. 

How Information Is Collected 

We collect your Personal Information: 

 When you visit our Platform, we collect information sent to us by your computer, mobile phone, or other access device. This information may 

include your IP address, browser type, operating system, and other device characteristics or identifiers. 

 When you register for our services, we collect information such as your name, email address, phone number, date of birth, residential address, 

and postal address. We may also collect additional information such as your driver’s license and passport number or other information to verify 

your identity or address. 

 When you use our services, we collect information about your transactions and your other activities on our website. This information may include 

the amount of money you send or receive, the date and time of the transaction, and the recipient’s name and address. We may also collect 

information about your computer or other access device for fraud prevention purposes. 

 We may collect information about your use and interaction with our Platform to help protect against fraud and misuse of your Personal 

Information. For example, we may evaluate your computer, mobile phone, or other access device to identify any malicious software or activity 

that may affect the availability of our services. 

 Other ways. We may also collect additional information from or about you in other ways, such as interactions with our customer support team. 

Communications 

If you registered to our service, we may contact you with periodic updates and promotional emails relating to the service and the products or services we offer. You may opt out of these at 

any time, but not from transactional emails, such as updates on payments, withdrawals, or cryptocurrency purchase orders. Moreover, if you showed interest in one of our products or 

services, we may contact you in relation to such product or service either by email, phone, text or post. 

Rights of Data Subjects 

1. You can access, edit, update or delete your account or Personal Information we have collected at any time by accessin g settings or contacting us via support@bitinfin.com. We will 

respond to your request within a reasonable period of time, but no later than the time period required by all applicable laws. 

2. Please note that notwithstanding the foregoing, there may be circumstances in which we are unable to accommodate a request to edit, update, access, or delete an account profile or 

Personal Information. This includes but is not limited to: 

o any basis where such request can be denied under applicable law; 

o where we need to retain the information to comply with federal, state, or local laws or for accounting or tax purposes; 

o where we need to comply with a civil, criminal, or regulatory inquiry, investigation, subpoena, or summons by federal, state,  or local authorities; 

o where we need to cooperate with law enforcement agencies concerning conduct or activity that the business, service provider, or third party reasonably and in good faith believes 

may violate federal, state or local laws; 

o where we need to retain information to exercise or defend legal claims; 

o where the information contains legal privilege or proprietary information of another party; 

o where complying with the request would compromise others’ privacy or other legitimate rights. 

3. If we determine that we cannot respond to any request in any particular instance, we will provide you with an explanation of why that determination has been made and a contact 

point for any further inquiries. To protect your privacy, we will take commercially reasonable steps to verify your identity before responding to any request under this provision, 

including complying with any applicable legal requirement for verifying your identity. 

4. To the extent permitted by applicable laws, we reserve the right to charge you a reasonable fee for the handling and processing of your requests to access your Persona 

Information, where applicable. If we so choose to charge, we will provide you with a written estimate of the fee we will be charging. Please note that in many jurisdictions, we are 

not required to respond to or deal with your access request unless you have agreed to pay the fee. 



Sharing personal information with third parties 

Your personal information may be disclosed to third parties for purposes described in this policy or described in any other specific and additional privacy provisions that apply to certain 

products and services provided by us. We may disclose your personal information to the following third parties: 

 third parties we use to help deliver our products and/or services to you (e.g. financial institutions, credit card schemes, and other payment scheme operators); 

 other third parties we use to help us run our business, e.g. marketing agencies or website hosts; 

 our partners for the purpose of assisting us in the KYC process and providing any further support needed to use our services; 

 government agencies, law enforcement or regulatory agencies and bodies or other third parties as required by, and in accordance with, applicable law and regulations; 

 organizations involved in facilitating payments on our behalf, including banks, third party payment processors who process your credit card and other payment information and 

other financial institutions; 

 an agent, contractor or service provider we engage to carry out functions and activities, such as our bankers, lawyers, accountants, debt collectors and other advisers;  

 other companies in the case of a merger, divestiture or other corporate re-organisation. Usually, information will be anonymised, but this may not always be possible. The recipient 

of the information will be bound by confidentiality obligations; 

 any other third parties to whom you authorise us to disclose it or which is required by law; 

 any other third party with your consent or where authorised or required by law. 

Where necessary, such as when we transfer data to service providers, we put in place appropriate contractual arrangements and security mechanisms to protect the personal information 

shared and to comply with our data protection, confidentiality and security standards and obligations. We only allow our service providers to handle your personal information if we are 

satisfied they take appropriate measures to protect your personal information. We also impose contractual obligations on service providers relating to ensuring they can only use your 

personal information to provide services to us and to you. 

We will not share your personal information with any other third party. 

Personal Data Abroad 

The personal data collected from you, as detailed in this Privacy Policy, may be transferred to, and stored at, servers located in countries outside your jurisdiction and countries according 

to our third-party providers’ standard contractual obligations. It may also be processed by our suppliers, service providers, or partners’ staff operating outside your country. We are 

committed to protecting your Personal Data. We will take appropriate steps to ensure that your Personal Data is processed and stored securely and in accordance with applicable privacy 

laws, as detailed in this Privacy Policy. Such steps include putting in place data transfer agreements or ensuring our third-party service providers comply with our data transfer protection 

measures. By submitting your Personal Information through the Platform , you acknowledge, and agree, in a jurisdiction where such consent is required, to such transfer, storing and/or 

processing of Personal Information. 

Security and Data Breach Notifications 

1. We take reasonable steps to preserve the security of personal information it collects. Your personal information is held in an environment with reasonable security measures in 

writing or electronically, or both. We have implemented security procedures, controls, and protocols across all of our physical premises and electronic environments to minimise 

the risk of interference, loss, misuse, unauthorised access, modification, or disclosure of personal information. However, due to inherent risks in transmission of information over 

the Internet or other methods of electronic storage, we cannot guarantee that unauthorised access or use will never occur. 

2. We will comply with applicable law in the event of any breach of the security, confidentiality, or integrity of your personal  information and will inform you of such breach if 

required by applicable law. 

3. To the extent that we implement the required security measures under applicable law, we shall not be responsible or liable for unauthorized access, hacking, or other security 

intrusions or failure to store or the theft, deletion, corruption, destruction, damage, or loss of any data or information included in the personal information. 

4. We comply with local authorities in data breach notifications. We have appropriate security measures to prevent personal information from being accidentally lost or used or 

accessed unlawfully. We also have procedures in place to deal with any suspected data security breach. We will notify you and any appl icable regulator of a suspected data security 

breach where we are legally required to do so. 

Data retention 

We will retain the Personal Information for as long as we believe that it is accurate and can be relied upon. To determine the appropriate retention period for your personal information, 

we consider the amount, nature, and sensitivity of the personal information, the potential risk of harm from unauthorised use or disclosure of your personal information, the purposes for 

which we process your personal information and whether we can achieve those purposes through other means, and the applicable legal and regulatory requirements. Personal information 

that is no longer required for the purpose for which it was initially collected will be deleted unless we have a valid justification to retain it that is permitted under applicable law, such as to 

resolve disputes or comply with our legal obligations. 

How to contact us 

If you have questions, concerns, or complaints regarding this policy or the handling of your personal information, you may contact us at support@bitinfin.com. Please include your 

name, contact information, enough information to identify you and the nature of your concern/request, the right you want to exercise and the information to which your request relates so 

that we can appropriately respond to your communication. 

Update to this policy 

mailto:support@moonbitx.com


This policy is current as of the last updated date set out above. We may change our policy from time to time, so please be sure to check periodically. To the extent required by all 

applicable laws, if we make any changes to this policy that materially affect our practices, we will endeavour to provide you with notice in advance of such change. This notice may be 

provided through email or other means. You are responsible for ensuring that your contact information is up-to-date so that we can effectively communicate with you. If you have any 

questions or concerns about this policy, please do not hesitate to contact us. 
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